Installation, Configuration of JAVA, and Configuration of Browser for
the eUP FMIS

A. Installation

1. Download and install java by following this link: https://www.java.com/en/download/help/
windows_manual_download.xml

2. Alternatively, you may download the Java Installer available on the page that comes up when
opening a Java Application from eUP FMIS. The installer is named oaj2se.exe. Proceed with
installation.

B. Configuration for Java
B.1 For Windows

1. Go to Control Panel, then look for Java. (Tip: Type in “Java” on the search bar inside
the Control Panel window)

2. The Java Control Panel Settings will open. Go to Security tab and change the Security
Level from High (minimum recommended) to Medium. Click Ok and Apply.
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3. If you have a higher version of Java Installed (Java 8), click on Edit Site List...

[¥] Enable Java content in the browser

Security level for applications not on the Exception Site list

() Very High - Only Java applications identified by a certificate from a trusted authority are
alowed to run, and only if the certificate can be verified as not revoked.

@ High - Java applications identified by a certificate from a trusted authority are allowed to
run, even if the revocation status of the certificate cannot be verified.

Exception Site List
Applications launched from the sites listed befow will be allowed to run after the appropriate security
prompts.
Cick Edit Site Lst...
to add items to this list. I [ Edit Site List... ]

| Restore Security Prompts | | Manage Certificates... |

Lok [ concel ][ ooy |

The Exception Site List will open, click on Add, and type in: http:/fmis.up.edu.ph. Click
Ok and then Apply.

Applications launched from the sites listed below wil be allowed to run after the appropriate security
prompts.

Location
http: //example hyperhouse.se

(kg FILE and HTTP protocols are considered a security risk,
We recommend using HTTPS sites where avaiable,




B.2. For Mac

1. Click on the Apple Icon and go to System Preferences.
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2. The System Preferences window will open, go to Java
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3. The Java Control Panel window will open, go to Security tab and change Security
Level from High (minimum recommended) to Medium. Click Ok and Apply.

® O O Java Control Panel
| General Update Java Advanced

¥ Enable Java content in the browser

Security Level

Iﬂl n - Very High

N\

Change to: \
| > Medium

Least secure setting - All Java applications will be allowed to
run after presenting a security prompt.

Set by default

- High (minimum recommen@

| Restore Security Prompts | Manage Certificates...

' oK Cancel Apply

4. If you have higher versions of Java (Java 8), click on Edit Site List.., and add http:/
fmis.up.edu.ph to the Exception Site List and click Ok then Apply.

[ JON | Java Control Panel
| General = Update Java @g Advanced |

[2] Enable Java content in the browser

Security level for applications not on the Exception Site list

| () Very High - Only Java applications identified by a certificate from a trusted
| authority are allowed to run, and only if the certificate can be verified as not ‘
\ revoked.

@ High - Java applications identified by a certificate from a trusted authority
are allowed to run, even if the revocation status of the certificate cannot be
verified.

Exception Site List
Applications launched from the sites listed below will be allowed to run after the
appropriate security prompts.
http://fmis.up.edu.ph

http://gotodev.up.edu.ph Edit Site List...
http://hris.up.edu.ph |

| Restore Security Prompts | | Manage Certificates... |

[ OK ] | Cancel | Apply
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K XeK )  ExceptionSitelist
} Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.

Location
‘b |http:/ /fmis.up.edu.ph
4 |http://gotodev.up.edu.ph
S |http:/ /hris.up.edu.ph
A |http://putodev.up.edu.ph:8005

|

| Add | Remove

“4s FILE and HTTP protocols are considered a security risk. We recommend usi here available.

[ OK ] | Cancel |

C. Configuration for Browser (Mozilla Firefox)

1. Once Java is installed, opening the Java Application from the browser for the first time will

Activate Java(TM) Platform SE7 U.

prompt a Java Activation request. Click on Activate Java



2. Java application will load.
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Copyright ©1998, 1999, 2000, 2001, 2002 Oracle Corporation

A Security Warming will pop-up, Click on I Accept..., and then Run. Do this twice.

Security Warning

Do you want to run this application?

I'E Publisher: UNKNOWN
L ] o
Location:

http://fmis.up.edu.ph
Running this application may be a security risk

Risk: This application will run with unrestricted access which may put your computer and
personal information at risk. The information provided is unreliable or unknown so it
is recommended not to run this application unless you are familiar with its source
More Information

Select the box below, then click Run to start the application

v | accept the risk and want to run this application. E—Run—q [ Cancel ]




3. A pop-up blocker may stop the application, if this happens, just click on Option, and click on

Allow...
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